EXCLUSIVE: Proof China, Russia Hacked 2020 Election: IP Addresses In China, Russia, Hong Kong, Germany, Canada, Czech Republic Hacked PA, NV, MI, GA Battleground States Raw Data Analytics Show

By Mary Fanning and Alan Jones | January 11, 2021

Raw data analytics exclusively obtained by The American Report show that during the 2020 presidential election internet protocol (IP) addresses in China, Russia, Hong Kong, Germany, Canada, and the Czech Republic hacked into IP addresses in the battleground states of Pennsylvania, Nevada, Michigan and Georgia.

IP addresses owned by Chinese telecom enterprise Huawei Cloud and Huawei’s headquarters hacked into IP addresses of county election offices in Pennsylvania on November 3, 2020, the data analysis shows. A Huawei-owned IP address, Huawei Hong Kong Cloud, also hacked an IP address in Michigan.
IP addresses owned by Chinese state-owned telecommunications operator China Unicom also hacked into IP addresses of county election offices in Pennsylvania as well as an IP address owned by the office of the Pennsylvania Secretary of State on November 3.

IP addresses owned by Chinese internet provider ChinaNet hacked into IP addresses of county clerk offices in Nevada counties on November 3 and November 4, according to the data analysis. An IP address owned by ChinaNet hacked into an IP address owned by the Clark County Registrar of Voters on November 3. Las Vegas is located in Clark County.

Aliyun Computing Co. owns several IP addresses that hacked into IP addresses owned by four county clerk offices in Michigan on November 3, the data analysis shows. Alibaba Cloud, a subsidiary of Alibaba Group, is also known as Aliyun. Alibaba founder Jack Ma has not been seen in weeks.

An IP address owned by Kaspersky Lab - Moscow hacked into an IP address owned by the Leelanau County Clerk in Michigan on November 3, according to the data analysis. Kaspersky is a Russian software and cybersecurity firm. Kasperky Lab was co-founded by Eugene Kaspersky and his now-ex-wife, Natalya Kaspersky.
Eugene Kaspersky, the CEO of Kaspersky Lab, served in the Soviet military intelligence service and is a graduate of The Technical Faculty of the KGB Higher School, now known as Institute of Cryptography, Telecommunications and Computer Science, part of the Federal Security Service of the Russian Federation, widely known as the FSB.

Natalya Kaspersky is now the CEO of Russia’s InfoWatch Group and has a reported net worth of $270 million. “Natalya Kaspersky's Snoop-Proof Phone Helps Putin Thwart Spies,” according to Bloomberg.

President Trump banned Kaspersky from all U.S. government networks when he signed the 2018 National Defense Authorization Act (NDAA). “The ban, included as part of a broader defense policy spending bill that Trump signed, reinforces a directive issued by the Trump administration in September that civilian agencies remove Kaspersky Lab software within 90 days,” Reuters reported on December 12, 2017. “The law applies to both civilian and military networks.” U.S. District Court Judge for the U.S. District of the District of Columbia Colleen Kollar-Kotelly, former Presiding Judge of the U.S. Foreign Intelligence Surveillance Court (FISA Court), upheld President Trump’s ban after Kaspersky labs sued the U.S. Department of Homeland Security.

“Christopher Krebs, a senior cyber security official at the Department of Homeland Security, told reporters that nearly all government agencies had fully removed Kaspersky products from their networks in compliance with the September order,” according to the Reuters report. President Trump “terminated” Krebs in mid-November 2020 after Krebs claimed the 2020 election was the most secure election in history.

An IP address owned by the University of Stuttgart, a research university in Germany, also hacked into an IP address in Michigan on November 3, according to the analysis.
Amazon Data Services in Toronto, Canada owns an IP address that hacked into a Michigan IP address on November 3, according to the analysis. Dominion Voting Services is based in Toronto. Amazon Web Services (AWS) is a major provider of cloud services for U.S. elections.

IP addresses owned by Seznam, a search engine based in the Czech Republic, as well as an IP address owned by O2 Czech Republic, a Czech company offering mobile communications and internet access services, hacked into IP addresses owned by county clerk offices in Michigan on November 3, the analysis shows.

China’s Shanghai UCloud Information Technology Company Limited owns an IP address that hacked into a Michigan IP address on November 3, according to the data analysis.

On November 4, 2020, Aliyun Computing Co. and ChinaNet, both based in China, hacked into an IP address in Georgia, according to the data analysis.

https://www.blxware.org/  
For ELECTION DATA Click on SCORECARD
Proof Positive: Coordinated Cyberwarfare Attack Against US By China, Russia, Iran, Iraq, Pakistan To Steal Election From Trump

By Mary Fanning and Alan Jones | January 3, 2021

HAMMER INFO:  https://www.blxware.org/

SCORECARD INFO:  https://www.blxware.org/scorecard/index.html

President Trump has the authority, and so too the responsibility, to lift a pair of years-old federal gag orders known as the State Secrets Privilege and Government Protective Order that are preventing CIA contractor-turned-whistleblower Dennis Montgomery from revealing the truth about an illegal domestic surveillance program known as THE HAMMER and one of THE HAMMER’s applications, an election theft cyberwarfare weapon known as SCORECARD.

Montgomery presents a compelling case of fraudulent voting in battleground states. Montgomery’s analysis clearly demonstrates the coordinated involvement of China, Russia,
North Korea, Iran, Iraq, and Pakistan, with specific data points such as source locations, dates, and times.

Montgomery’s programs were built under contracts with the Department of Defense, the Department of Homeland Security, the U.S. Air Force, the Defense Intelligence Agency, the Director of National Intelligence, the Central Intelligence Agency, among others.

THE HAMMER had been a tool for foreign surveillance until February 2009, at which time Brennan and Clapper commandeered it and turned it against America by transforming THE HAMMER into an illegal domestic surveillance tool.

Fourth Amendment violations happened under Brennan and Clapper on a massive scale, under the Obama-Biden Administration.

The Obama-Biden Administration, with Brennan and Clapper, took THE HAMMER with them when they left office. They stole the keys to the kingdom.

Montgomery revealed that there is not just one HAMMER in the United States, but now, also a second HAMMER in the United Kingdom, and also, a third HAMMER in China. How that happened is a mystery.

Video shows a clearly coordinated cyberwarfare attack by foreign adversaries to steal the 2020 election from the American people and President Trump. It is worth noting that foreign adversaries wanted to place their preferred candidates Joe Biden and Kamala Harris in the White House, negating the American people’s vote.

Montgomery did not provide to the United Kingdom or China THE HAMMER or the source code for SCORECARD.

The FBI, the DOJ, and the CIA did have the source code for SCORECARD. The last person to require the source code for SCORECARD was FBI Director James Comey, under the Obama-Biden Administration. The SCORECARD source code was a requirement by FBI Director Comey under Montgomery’s two 2015 immunity agreements.

THE HAMMER and SCORECARD were used to steal the 2020 election from President Trump on behalf of Joe Biden, according to Montgomery and Dr. Navid Keshavarz-Nia, a cyber security expert who has spent decades working for the Defense Department and U.S. Intelligence Community agencies, including the Central Intelligence Agency, the Defense Intelligence Agency, the National Security Agency, and the Department of Homeland Security.

Lt. General Michael Flynn (U.S. Army Ret.), the former Defense Intelligence Agency director who became President Trump’s first National Security Advisor, agreed with Dr. Keshavarz-Nia’s assessment that HAMMER and SCORECARD were used to steal the election from President Trump and transfer Trump votes to Joe Biden.
The New York Times, in a September 9, 2020 profile about a fake CIA officer titled “How One
Man Conned The Beltway,” gave high praise to Dr. Keshavarz-Nia’s reputation for providing
unmatched cybersecurity expertise to members of the U.S. Intelligence Community over the
span of decades:

Navid Keshavarz-Nia, those who worked with him said, “was always the smartest person
in the room.” In doing cybersecurity and technical counterintelligence work for the C.I.A.,
N.S.A. and F.B.I., he had spent decades connecting top-secret dots.

The State Secrets Privilege and Government Protective Order invoked against Montgomery are
being used as a cudgel to hide the Deep State’s repeated seditious coup attempts against
President Trump and to carry out the ongoing election theft operations.

This was not just the theft of an election, this was the very theft of America herself.

If the theft of this landslide election for President Trump is successful, there will never be
another fair election in America. The lights will have gone out on freedom, and Americans’
constitutional rights will be but a distant memory.

The Obama-Biden Administration intelligence chiefs James Clapper and John Brennan illegally
commandeered THE HAMMER in February 2009. They utilized the illegally-harvested
surveillance data they collected with THE HAMMER in order to carry out a blackmail and
leverage operation inside the United States of America against President Obama’s political
enemies, in support of President Obama’s ultimate goal of transforming America into a
communist client state.

President Trump, under the powers accorded to him as Commander-in-Chief and protector of
the U.S. Constitution, has the duty to declassify documents that prove that THE HAMMER and
SCORECARD, cyberwarfare tools originally designed and built to keep America safe, were not
only being utilized to stage multiple coups against President Trump and the United States, but
also to usurp, on behalf of domestic traitors and foreign adversaries, the American citizens’ right
to vote in U.S. elections.

The American people’s sacred right to vote was paid for with American blood and treasure.

It is imperative that President Trump declassify this information because should the coup
plots get away with these acts of treason and sedition, there will never be another valid U.S.
election. America will be lost. The President must exercise his full powers in discharging his
duties in answering this Act of War.

While the Founding Fathers could not have envisaged cyberwarfare, this attack on America was
no less an invasion than if foreign troops had invaded our shores.
THE HAMMER and SCORECARD were used to steal the 2012 presidential election on behalf of Obama and Biden. And now again, eight years later, the 2020 election has been stolen with THE HAMMER and SCORECARD on behalf of Biden and Harris, according to Montgomery and Dr. Navid Keshavarz-Nia.

The illegal domestic spying operation, conducted by rogue U.S. intelligence community officials utilizing THE HAMMER surveillance supercomputer, harvested terabytes of surveillance data. The Obama-Biden Administration subsequently used that illegally-harvested surveillance data to carry out 'blackmail and leverage' operations against American citizens, including other U.S. government officials, U.S. Supreme Court Justices, 156 Article III Judges, FISA Court Judges, Members of Congress, military officers, defense contractors, business leaders, law firms, and millions of Americans, according to The Whistleblower Tapes.

Multiple U.S. military intelligence sources confirmed to The American Report that THE HAMMER, designed and built by Dennis Montgomery in 2003 as a foreign surveillance tool, worked and protected the lives of Americans at home and U.S. troops serving in overseas theaters of operation.

However, things went terribly wrong when America’s premier surveillance and cyberwarfare tools were commandeered by Obama-Biden Administration intelligence officials John Brennan and James Clapper and illegally unleashed against the American people.

Montgomery was prohibited from speaking to the American people about the super surveillance program that he built for the Defense Department in an effort to keep America safe from terrorists and other foreign adversaries in the wake of the 9/11 attacks, after the Government Protective Order and the State Secrets Privilege — basically a government gag order — were invoked.

Montgomery became a whistleblower after witnessing America’s premier spy tools being turned against the American people and being used to illegally change the outcomes of U.S. elections.

The CIA’s charter clearly prohibits the agency from spying on Americans on U.S. soil.

Montgomery stated that he took an oath to preserve and defend the U.S. Constitution against all enemies, both foreign and domestic.

Approximately 4,800 days ago, the U.S. Director of National Intelligence (DNI), a position held at that time by John Negroponte, invoked the State Secrets Privilege against Dennis Montgomery. According to the federal government, the DNI is “subject to the authority, direction, and control of the President of the United States.”

President Trump holds the power to order current DNI John Ratcliffe to remove the State Secrets Privilege that DNI Negroponte invoked against Dennis Montgomery over thirteen years ago.
According to the U.S. government:

*Subject to the authority, direction, and of the President of the United States*, the DNI serves as head of the United States Intelligence Community and as the principal advisor to the President of the National Security Council, and the Homeland Security Council for matters related to intelligence and national security.

Montgomery argued that the State Secrets Privilege was invoked against him in an effort to hide illegal government activities.

**NSA Whistleblower Kirk Wiebe: HAMMER And SCORECARD Were Collecting Data Outside The Mandates Of Congress, Far Different Than The NSA’s Mission**

According to NSA whistleblower Kirk Wiebe, HAMMER and SCORECARD were collecting data outside the mandates of Congress, a far different scenario than what the NSA was doing when collecting data under the mandates of Congress.

According to Wiebe what the NSA did was approved and mandated by Congress regardless of what people thought about the NSA collecting information.

What Brennan and Clapper did was illegal. What they did was outside the rule of law and an act of treason.

NSA whistleblower Kirk Wiebe stated “What NSA did was approved and mandated by Congress. What Brennan and Clapper did was totally illegal and outside the law.”

Brennan and Clapper were not only collecting outside the law, outside the mandate of Congress, but were using the illegally-collected data for the purpose of blackmail and leverage against surveillance targets in all three branches of the U.S. government: Justices of the U.S. Supreme Court, FISA judges, Member of Congress, and executive branch officials.

This was not just the transformation of America. This was the capture of America through a blackmail and leverage operation.

Montgomery revealed that one time U.S. Presidential candidate Rep. Jack Kemp (R-NY), once asked, in horror, DOJ official Carlotta Wells “what the hell are you doing?” in relation to Dennis Montgomery’s case. Kemp further asked Wells why she was doing it.

According to Montgomery, Carlotta P. Wells of the U.S. The Department of Justice Civil Division told Kemp that she was “simply taking orders from above.”
Montgomery also revealed that Justice Department official Rafael Gomez specifically expressed that if government officials invoked the State Secrets Privilege in order to hide government malfeasance or illegal government activities, then the State Secrets Privilege and Government Protective Order were “null and void.”

**Montgomery’s 47 Hard Drives, The DOJ, And The FBI**

We previously reported at *The American Report*:

> On August 1, 2014, Dennis Montgomery and his then-attorney Larry Klayman met with Senior U.S. District Judge for the District of Columbia Royce C. Lamberth in Washington D.C. at the E. Barrett Prettyman United States Courthouse. Judge Lamberth formerly served as the Presiding Judge of the United States Foreign Intelligence Surveillance Court (FISA Court)...

> ...Subsequently, Judge Lamberth proceeded to facilitate two limited immunity agreements for Montgomery. The agreements were struck in 2015 among Montgomery’s then-attorney Larry E. Klayman, Department of Justice Assistant U.S. Attorney Deborah Curtis, and FBI General Counsel James Baker.

On August 19, 2015, Dennis Montgomery, under an immunity agreement provided by the DOJ and FBI, turned over 47 computer hard drives to the FBI Miami Field Office.

In December 2015, Montgomery provided classified testimony to FBI and DOJ officials at the FBI Washington, DC Field Office. During that debriefing, Montgomery provided FBI and DOJ officials with sworn testimony about HAMMER and SCORECARD, as well as information about the security vulnerabilities of the SOLARWINDS software used by multiple federal agencies.

Montgomery subsequently filed a lawsuit against Barack Obama, James Comey, the FBI, and other federal agencies and officials. In the lawsuit, Montgomery accused the defendants of burying the investigation of his whistleblower claims about illegal domestic surveillance.

In a 2018 opinion about the lawsuit, U.S. District Court Judge Richard Leon wrote that Montgomery’s hard drives and the U.S. government’s recordings of Montgomery’s testimony were in the custody of the Intelligence Community Inspector General (ICIG).

Judge Richard Leon in court documents said hard drives were turned over to ICIG. From 2010-2018 the ICIG was Irwin Charles McCullough III.

At the status conference in this case, counsel for the Government defendants represented to this Court that the "hard drives are in a secure facility with the [I]ntelligence [C]ommunity's Office of Inspector General" and that there was "no risk" that they were "going to be destroyed anytime soon"...

...Plaintiffs' primary argument on this point is that, without preservation of the hard drives and the interview tapes, they "will lose the material evidence in this case." Pls.' Mot. 18. But as I have already explained, the Government has represented to this Court that there is a litigation hold preventing the destruction of either the hard drives or the interview tapes.

Montgomery testified in 2015 to the DOJ and the FBI that Dominion Voting Systems, Smartmatic, ES&S, and SOLARWINDS were all open to hacking. But the Obama-Biden Administration did nothing to secure all of the government agencies that were open to hacking due to the security vulnerabilities of SOLARWINDS software. Furthermore, the Obama-Biden Administration did not advise the Trump Administration of the known security vulnerabilities of SOLARWINDS or of the Dominion Voting Systems, Smartmatic, and ES&S election systems. Instead, they utilized the vote theft mechanism as part of a multi-faceted vote theft operation.

Dr. Navid Keshavarz-Nia and General Flynn both agreed with Montgomery's analysis that Dominion Voting Systems, Smartmatic, and ES&S were open to hacking.

General Flynn agreed with Dr. Navid Keshavarz-Nia's sworn affidavit that HAMMER and SCORECARD had stolen votes in the swing states to steal the election from President Trump. This is important because General Flynn was the Director of the Defense Intelligence Agency that had access to THE HAMMER when it was a foreign surveillance tool.

The 2020 election was nothing less than the traitor class’ coup de grâce in an endless series of attempted coup d'états.
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STEALING AMERICA: ‘Former’ Communist Comey Got SCORECARD Election Hacking Source Code And Knew SolarWinds Was Not Secure

US District Court Judge Richard Leon Confirmed That ICIG Had Possession Of Montgomery’s Recorded Testimony And Hard Drives

By Mary Fanning and Alan Jones | December 18, 2020

FBI Director James Comey demanded that the FBI be given the source code to SCORECARD, the election-hacking application that operates on THE HAMMER surveillance supercomputer platform, as a condition of CIA contractor-turned-whistleblower Dennis L. Montgomery’s 2015 FBI and DOJ immunity agreements, according to Montgomery.
SCORECARD is an election-hacking cyberweapon designed to monitor and engineer elections. SCORECARD is one of the HAMR exploits designed to run on THE HAMMER framework.

The American Report was the first news organization to report on SCORECARD, in an article titled “Biden Using SCORECARD and THE HAMMER To Steal Another U.S. Presidential Election — Just Like Obama And Biden Did In 2012,” published on October 31, 2020, three days before the 2020 election.

In 2003, Dennis Montgomery designed and built THE HAMMER for the Department of Defense as foreign surveillance tools to keep America safe after 9/11. THE HAMMER kept America and U.S. troops on the battlefield safe, multiple U.S. military intelligence sources told The American Report. Montgomery states that he also designed and built SCORECARD.

John Brennan and James Clapper illegally commandeered THE HAMMER on February 3, 2009 by, according to Montgomery. WikiLeaks confirmed the existence of HAMR (THE HAMMER) on March 7, 2017 when the organization dumped CIA Vault 7, a cache of classified documents concerning top secret CIA hacking tools.

In 2015, Montgomery, as a whistleblower, brought the information regarding THE HAMMER and SCORECARD, as well as 47 computer hard drives containing 600 million pages of illegally-harvested domestic surveillance data, to the DOJ and FBI.

Montgomery stated he also testified to the DOJ and FBI about SolarWinds.

The CIA’s charter prohibits the agency from spying on Americans inside the United States.

Montgomery was required to turn over the SCORECARD source code as part of the two immunity agreements that Montgomery received from the FBI and DOJ, according to Montgomery.

Both FBI Director Comey and FBI General Counsel James Baker in December 2015 took custody of THE HAMMER’s SCORECARD election hacking application source code, according to CIA contractor-turned-whistleblower Dennis L. Montgomery.

Senator Ron Johnson (R-WI) Seeks Evidence of SCORECARD and HAMMER

Senator Ron Johnson stated that he has not seen evidence of SCORECARD and HAMMER and that he seeks that evidence.

CIA contractor-turned-whistleblower Dennis Montgomery's evidence from his hard drives and his testimony regarding SCORECARD and HAMMER were given to the Intelligence Community
Inspector General (ICIG). Montgomery states that the evidence regarding SCORECARD and HAMMER can be found not only on the hard drives but also in his recorded testimony. Senator Johnson, as Chairman of the Senate Homeland Security Committee, has subpoena power to order the ICIG to produce Montgomery’s hard drives and recorded testimony.

Senator Johnson can find the evidence he seeks with the ICIG, unless, of course, that evidence has been removed, buried, or destroyed.

Senior U.S. District Court Judge Richard Leon, in a legal opinion, stated that the evidence that Dennis Montgomery provided to the FBI and DOJ is in the hands of the Intelligence Community Inspector General.

It is not known what, if anything, FBI Director James Comey did with the source code to SCORECARD. Did Comey share the source code with others, and if so, with whom? Did Director Comey brief President Trump about the existence of SCORECARD?

According to a March 3, 2018 opinion by U.S. District Judge Richard J. Leon in the case DENNIS MONTGOMERY, et al., Plaintiffs, v. JAMES COMEY, Defendants:

At the status conference in this case, counsel for the Government defendants represented to this Court that the "hard drives are in a secure facility with the [I]ntelligence [C]ommunity's Office of Inspector General" and that there was "no risk" that they were "going to be destroyed anytime soon"...

...Plaintiffs' primary argument on this point is that, without preservation of the hard drives and the interview tapes, they "will lose the material evidence in this case." Pls.' Mot. 18. But as I have already explained, the Government has represented to this Court that there is a litigation hold preventing the destruction of either the hard drives or the interview tapes.

The Intelligence Community Inspector General from 2010 to 2018 was former FBI agent Irvin Charles “Chuck” McCullough III. McCullough, in that role, reported directly to Director of National Intelligence James Clapper. McCullough was also previously employed by the NSA Inspector General's office.

“I enjoyed a very good relationship with Jim Clapper. We got along famously” McCullough told The Hill during a December 2018 interview. McCullough initially handled the Hillary Clinton email case before he handed it over to the FBI, where the case was handled by Peter Strzok. “And so we went back to the agencies and said ‘hey is this stuff [Hillary’s private server emails] classified?’ And lo and behold, part of our sample initially was classified. We pulled more, there was more classified, and so we had a problem at that point, and that's when I referred the entire matter over to the FBI for investigation.”

McCullough also discussed the classified emails the ICIG’s office found on Hillary’s private server, some of which reportedly contained Special Access Program (SAP) information:
There were emails that were so classified in there that my people, and we were the IG so we had almost every clearance known to man, I had to get my people read in to certain compartments to even see these emails that were out there residing on this private server. Now, did she know that? Did she understand? I don’t know. Now you’re getting into a matter of intent. Was this just sort of sloppy and reckless? It certainly was reckless.

McCullough handed over the emails from Hillary Clinton’s private email server, emails that contained top secret classified information, to Director Comey, who advised the DOJ not to prosecute Hillary.

FBI Director Comey stated during his July 5, 2016 Statement on the Investigation of Secretary Hillary Clinton’s Use of a Personal E-Mail System:

Although there is evidence of potential violations of the statutes regarding the handling of classified information, our judgment is that no reasonable prosecutor would bring such a case. Prosecutors necessarily weigh a number of factors before bringing charges. There are obvious considerations, like the strength of the evidence, especially regarding intent. Responsible decisions also consider the context of a person’s actions, and how similar situations have been handled in the past.

In looking back at our investigations into mishandling or removal of classified information, we cannot find a case that would support bringing criminal charges on these facts. All the cases prosecuted involved some combination of: clearly intentional and willful mishandling of classified information; or vast quantities of materials exposed in such a way as to support an inference of intentional misconduct; or indications of disloyalty to the United States; or efforts to obstruct justice. We do not see those things here.

However, under the law, intent makes no difference. The full weight of the law came down on U.S. Navy submariner Machinist Mate 1st Class Kristian Saucier who took photos of classified areas of a submarine he served aboard. Saucier was found guilty and sent to prison. Hillary Clinton, however, faced no charges after Comey claimed that the FBI determined that Hillary did not act with “intent.”

**Does DNI Ratcliffe Still Possess The Evidence?**

The question now is, does DNI John Ratcliffe still have the evidence about THE HAMMER and SCORECARD that Montgomery turned over to the FBI or did it disappear under James Comey and ICIG McCullough?
The ICIG had previously received a whistleblower complaint information from Montgomery in 2013.

Montgomery also handed over to the FBI information regarding SolarWinds.

**SolarWinds**

Foreign hackers, suspected to be working for Russia, carried out a massive cyberware campaign against the U.S. Government exploiting a vulnerability in SolarWinds software in order to hack into multiple U.S. government agencies.

According to Montgomery, the Obama Administration was well aware that weaknesses within SolarWinds products could provide hackers with access to U.S. government computer systems because, Montgomery says, he repeatedly advised them about the SolarWinds security problems.

“At least two US agencies have publicly confirmed they were compromised: The Department of Commerce and the Agriculture Department. The Department of Homeland Security's cyber arm was also compromised,” according to CNN. “But the range of potential victims is much, much larger, raising the troubling prospect that the US military, the White House or public health agencies responding to the pandemic may have been targeted by the foreign spying, too.”

“The Energy Department and National Nuclear Security Administration, which maintains the U.S. nuclear weapons stockpile, have evidence that hackers accessed their networks as part of
an extensive espionage operation that has affected at least half a dozen federal agencies, officials directly familiar with the matter said,” according to Politico.

"If you compromise somebody's network for 6 months, there's a lot of opportunity. It's an amazing coup for the Russians — really impressive." said James Lewis, “a cybersecurity expert at the Center for Strategic and International Studies” told CNN.

**SolarWinds Network Monitoring Platform**


“HAMMER first breached SolarWinds company and their technology platform on February 23, 2009 at Ft. Washington, Maryland, days after HAMMER went live,” according to Montgomery. “HAMMER has breached every version of their product over the last seven years, undetected.”

“SolarWinds current technology still has many documented flaws, easily compromised and exploited irrespective of their current problems,” Montgomery added.

Montgomery maintains that he provided information at the highest levels of the U.S. government, including to the Inspectors General of CIA, DIA, DNI, DOD, AF, DHS in a whistleblower complaint. Montgomery stated that he personally provided the information to FBI Director James Comey in electronic form and in a videotaped deposition on December 3, 2015.

“How can SolarWinds protect the U.S. government networks when the government cannot or does not protect their network?” Montgomery asked.

Montgomery testified to the FBI and DOJ in December 2015 that under the Obama Administration that SolarWinds was accessed four times in six years with HAMMER while he worked for John Brennan and James Clapper.

Montgomery testified and specifically detailed SolarWinds vulnerabilities to the FBI in his sworn and videotaped testimony in December of 2015.

Why was nothing done to correct those “vulnerabilities” as detailed to the Obama Administration and their DOJ and FBI who were in receipt of that specific information?

“How can SolarWinds protect the U.S. Government networks when they cannot even protect their network” Montgomery queried.

But the Obama Administration’s FBI and DOJ knew that.
Did the Obama Administration or former FBI Director James Comey share that information with the Trump Administration? If not, why not?

Was the Obama administration so busy fighting the incoming Trump administration with multiple coup attempts that their mission to set up President Trump took precedence over securing the nation? Or was that their intent?

**CISA Director Christopher Krebs, Connected To Clapper, Claims That HAMMER And SCORECARD Are ‘Domestic Disinformation,’ Yet Admits To Senate That Some Voting Machines Transferred 2020 Election Tallies Over The Internet**

On December 16, 2020, now-fired DHS Cybersecurity and Infrastructure Agency (CISA) Director [Christopher Krebs](https://en.wikipedia.org/wiki/Christopher_Krebs), during a Senate Homeland Security Committee [hearing](https://www.youtube.com/watch?v=5zKnPCd7UCk) on election security and administration, dismissed reports about HAMMER and SCORECARD as domestic disinformation.

This was not Krebs’ first attempt to discredit information about SCORECARD. Before President Trump fired him, Krebs tweeted about HAMMER and SCORECARD, calling it a hoax.
To be crystal clear on 💪, I’m specifically referring to the Hammer and Scorecard nonsense. It’s just that nonsense. This is not a real thing, don’t fall for it and think 2x before you share. #Protect2020

Seeing #disinfo that some isolated voting day issues are tied to some nefarious election hacking and vote manipulation operation. Don’t fall for it and think twice before sharing! Check out Rumor Control for more info on the security safeguards built into elections. #Protect2020

POST-ELECTION

✅ Reality: Robust safeguards including canvassing and auditing procedures help ensure the accuracy of official election results.

❌ Rumor: A bad actor could change election results without detection.

Get the Facts: The systems and processes used by election officials to tabulate votes and certify official results are protected by various safeguards that help ensure the accuracy of election results. These safeguards include measures that help ensure tabulation systems function as intended, protect against malicious software, and enable the identification and correction of any irregularities.

Every state has voting system safeguards to ensure each ballot cast in the election can be correctly counted. State procedures often include testing and certification of voting systems, required audit logs, and software checks, such as logic and accuracy tests, to ensure that ballots are properly counted before election results are made official. With these security measures, election officials can check to determine that devices are running the certified software and functioning properly.

Every state also has laws and processes to verify vote tallies before results are officially certified. State processes include robust chain-of-custody procedures, audit trails, and canvass processes. The vast majority of votes cast in this election will be cast on paper ballots or using machines that produce a paper audit trail, which allow for tabulation audits to be conducted from the paper record in the event any issues emerge with the voting system software, audit
Krebs’ latest attack on information about THE HAMMER and SCORECARD happened immediately after Chairman Senator Ron Johnson (R-WI) skillfully forced Krebs to admit that the 2020 election voting machines were in fact connected to the internet and therefore, capable of being hacked by foreign adversaries or other bad actors.

Krebs admitted to Senator Johnson:

Some [election machines] may have modems that are typically disabled, but in certain states, I believe in Wisconsin, some are temporarily activated to transmit some counts...

...As you move out from election day, there will be tabulators that may have internet connections to transmit the vote from the precinct to the county level to the state.

“But those tabulators are connected on election day, because that’s how they transit the data to the counties and also into the unofficial...?” Senator Johnson then asked Krebs.

“In some cases, yes sir,” Krebs replied to Senator Johnson.

According to Montgomery, SCORECARD accesses the vote tally at the transfer points as the election tally enters the internet.

Minority Ranking Member Gary Peters (D-MI) appeared to have coordinated with Krebs during the hearing in order to, indirectly, paint reporting about HAMMER and SCORECARD as Russian disinformation. Senators Peters, immediately after Krebs finally admitted to Senator Johnson that voting machines are connected to the internet, asked Krebs about CISA’s “Rumor Control” page and Russia and other foreign adversaries echoing Trump team “disinformation” about election fraud, with Krebs, as if on cue, immediately responding that “THE HAMMER and SCORECARD claims that there was a CIA supercomputer and program that were flipping votes” was a “domestic disinformation campaign of a cybersecurity nature.”
It was at that point that Senator Johnson in the hearing’s most dramatic moment accused Hillary Clinton and Senator Peters of being purveyors of Russian information, and of falsely claiming that derogatory information Hunter Biden is “Russian disinformation.”


Krebs previously worked at private contractor Obsidian Analysis with Peter O’Prey, who hired James Clapper at another private contractor, DFI. Krebs’ CISA deputy director Matt Travis also worked with O’Prey at DFI. Clapper’s Pentagon military intelligence office that oversaw THE HAMMER contracted O’Prey’s DFI division.

Montgomery created SCORECARD, an exploit that was designed to run on THE HAMMER supercomputer framework. SCORECARD was designed to covertly monitor and manipulate foreign election results for the U.S. intelligence community fighting communism around the world, Montgomery states.

According to The Whistleblower Tapes, THE HAMMER was used to steal the 2012 election in Florida.

Maria Bartiromo reported at FOX Business on December 15, 2020:

An intel source telling me President Trump did, in fact, win the election. He says that it is up to the Supreme Court to hear suits from other cases across the country to stop the clock. This follows the high court’s refusal to hear the lawsuit from Texas Attorney General Ken Paxton, challenging results in four swing states.

CBS News Senior Investigative Correspondent Catherine Herridge reported:

DNI Ratcliffe leads the 17 intelligence agencies and he has access to the most highly classified information that is held by the US government. And he told CBS News that there was foreign interference by China, Iran, and Russia in November of this year and he is anticipating a public report on those findings in January.

**Dominion Voting Systems Not Secure By Design, Montgomery Told FBI**

In December 2015, Montgomery told FBI and DOJ officials that Dominion Voting Systems equipment is not secure and was designed not to be secure, according to Montgomery.

SCORECARD can exploit back doors intentionally built into Dominion Voting Systems equipment, according to Montgomery.
NBC News reported in a January 10, 2020 article titled “Online and vulnerable: Experts find nearly three dozen U.S. voting systems connected to internet”:

The three largest voting manufacturing companies — Election Systems & Software, Dominion Voting Systems and Hart InterCivic — have acknowledged they all put modems in some of their tabulators and scanners. The reason? So that unofficial election results can more quickly be relayed to the public. Those modems connect to cell phone networks, which, in turn, are connected to the internet.

**Trump: “We will never, ever surrender”**

During his first rally since the election, President Trump told a cheering crowd in Valdosta, Georgia on December 5, 2020 “we will not bend, we will not break, we will not yield, we will never give in, we will never give up, and we will never back down. We will never, ever surrender.”

**Embed YouTube Video: We will never ever surrender: Donald Trump holds first rally since election**  
[https://www.youtube.com/watch?v=b9OjKEDJNN0](https://www.youtube.com/watch?v=b9OjKEDJNN0)

“The Founding Fathers may not have known about cyberwarfare, but they certainly recognized tyranny when they saw it,” according to General Michael Flynn.

The Obama Administration had illegally taken possession of THE HAMMER and SCORECARD and were well aware that SolarWinds and the U.S. agencies that relied on SolarWinds were anything but secure.

Cyberwarfare was waged against America by domestic traitors and foreign enemies. In an undeclared act of war, these enemies attempted to not only to steal the vote, but to steal America herself.

**COPYRIGHT 2020 MARY FANNING AND ALAN JONES**
Dennis Montgomery, the CIA / DoD contractor-turned-whistleblower who designed and built THE HAMMER foreign surveillance system and its exploit known as SCORECARD, provided sworn testimony to the FBI and the DOJ in 2015 about THE HAMMER, SCORECARD, and SCORECARD’s capability to hack into election systems from Dominion, Smartmatic, and other voting system vendors.
In a 2015 classified debriefing, Montgomery told FBI and DOJ officials that individuals with access to THE HAMMER supercomputer system can utilize THE HAMMER’s SCORECARD application to hack into election systems in order to change election outcomes in foreign countries and in the United States, according to Montgomery.

Montgomery testified that U.S. intelligence community operatives were utilizing SCORECARD to hack, via back doors, into election systems from Clear Ballot, Dominion Voting Systems Corp., Election Systems & Software, Inc. (ES&S), MicroVote General Corp., Smartmatic USA Corporation, and Voting Works in order to monitor and change election outcomes in real time.

In December 2015, under the protection of immunity agreements provided to Montgomery and his attorney by the FBI and the DOJ, Montgomery provided sworn testimony about THE HAMMER and SCORECARD to FBI and DOJ officials inside a Sensitive Compartmented Information Facility (SCIF) at the FBI Washington DC Field Office. The FBI, led at that time by Director James Comey, made a video recording inside the SCIF of Montgomery’s classified debriefing regarding THE HAMMER and SCORECARD.

Montgomery states that he also provided detailed technical information to FBI and DOJ officials about the manner by which THE HAMMER and SCORECARD change votes. Montgomery specifically testified that THE HAMMER’s SCORECARD application changes votes by hacking into the transfer points within the electronic chain of command of secretary of states’ computer systems and outside third-party election data vaults.

Montgomery also provided to the FBI physical evidence in the form of 47 computer hard drives containing tens of millions of records. Some of the data on those hard drives prove that personnel acting on behalf of President Barack Obama and Vice Biden Joe Biden covertly used THE HAMMER and SCORECARD to change the outcome of the 2012 U.S. presidential election in Florida, according to Montgomery.

With that evidence in hand since 2015, the FBI and DOJ did nothing to stop election theft making them complicit in election theft crimes.

Montgomery’s statements are even more relevant to the 2020 election in light of a sworn affidavit from a former member of Venezuela’s military, released by attorney Sidney Powell. The former Venezuelan military official stated that Smartmatic worked closely with the Hugo Chavez regime to guarantee that Chavez won the election.

Dominion voting machines were used in Maricopa County, Arizona GOP Chair Kelli Ward told Newsmax TV on November 17, 2020.

Between 2006 and 2007, Dennis Montgomery had the State Secrets Privilege and a Government Protective Order invoked against him. The government muzzled Montgomery in order to protect secrets about its own malfeasance against the citizenry.
If the U.S. government was not concerned about the information that CIA whistleblower Montgomery possesses, it would not have gone to the trouble of invoking the States Secret Privilege, invoking a Government Protective Order, and sending a huge team of FBI agents and personnel from other federal agencies to raid Montgomery’s home and storage units. Robert Mueller’s FBI tied Montgomery to a tree for forty minutes while FBI agents searched his premises. It is clear that Montgomery had something that Robert Mueller desperately wanted. What Mueller wanted back in his own hands was the evidence about THE HAMMER and SCORECARD. That evidence was on the 47 computer hard drives that Mueller’s close friend FBI Director James Comey eventually got from Montgomery in exchange for Montgomery’s immunity.

Sidney Powell, who is representing President Trump’s election effort, spoke to Greg Kelly of NEWSMAX about vote theft and how the CIA, THE HAMMER, and SCORECARD play a role in government interference in U.S. elections.

YOUTUBE VIDEO: NEWSMAX SIDNEY POWELL
https://www.youtube.com/watch?v=zMDtOtGFrYg

NEWSMAX HOST GREG KELLY:
I heard you say today Dominion, the software was actually designed to be hacked and I’m looking at one of the agreements they had with the County of Santa Clara, this is a contract between them and Dominion. Item 226 allows staff to adjust tally based on review of scanned ballot images...

SIDNEY POWELL:
And worse than that, it had a back door so it could be manipulated by anyone who could access it through that back door, and that was a deliberate feature. The affidavit of the young [Venezuelan] military officer we provided yesterday to the public explains how it was created for that very purpose so Hugo Chavez would never lose another election. And he did not after that software was created. He won every single election and then they exported it to Argentina and other countries in South America, and then they brought it here. It’s a foreign company no matter how you look at it so they have already violated the President’s order against foreign interference in our elections. Our votes were actually eventually counted in Barcelona, Spain or Frankfurt, Germany on foreign servers.

It’s absolutely stunning, and what’s really stunning is the effort that is being mounted against getting the truth out on this. But you have to realize that every tech company, every media company, every social media company, scads of globalist corporations have been doing business in countries with these dictators that have been installed through this rigged election system for decades. The corruption is actually worldwide. It is going to upset a countless number of elections across this country and around the world...
The founder of the company admits that he can change a million votes no problem at all.

**NEWSMAX HOST GREG KELLY:**
You mentioned the CIA today...You want the CIA director fired...

**SIDNEY POWELL:**
...The tie in is that there is no way these programs could have been run around the world to affect elections without the CIA. We also have had people disclose to us the whole **HAMMER** program that was created for the CIA and **SCORECARD** which is essentially the same thing. It seems like every country has used something like this to do what it wants to do. Supposedly ours was invented to influence foreign elections, but that too could have been turned on this election.

It’s all part of the same part and parcel of government interference in elections to make choices against the will of the people. And the will of the people in this country was that Donald Trump win in a landslide. If we can get to the bottom of it, and I am determined to do that. I think we will find that he had at least 80 million votes.

The only reason the glitch has happened in the system is because he had so far many more votes than they had calculated in advance, their algorithms wouldn't perform the functions they had originally performed or were set to perform. They couldn't make up the vote count he had gotten so many hundreds of thousands more than they planned. So that’s when they had to stop the counting and come up with a way to backfill the votes or destroy votes for Trump while they fabricated votes for Biden...

...We have witnesses that are scared. We have witnesses that are afraid for their lives. Afraid for their family back in Venezuela. There are all kinds of concerns. People have been threatened. It’s very serious. We are talking about trillions of dollars of worldwide wealth here that was all corrupt and every force in the world except 80 million voters, We The People, and my little team seem to be against us.

**Montgomery Provided Sworn Testimony To FBI And DOJ In 2015 Under Immunity Agreements**

FBI Special Agent William Barnett provided testimony to U.S. Attorney for the Eastern District of Missouri Jeffrey Jensen. U.S. Attorney General William Barr appointed Jensen to review the criminal case against Lieutenant General Michael Flynn, President Trump’s former national security adviser.

Special Agent Barnett, who was a member of then-special counsel Robert Mueller's hoax Russian collusion investigation team, said that the prosecution of General Flynn was part of a "get Trump" mindset.
Fox News reported that his comments came during a Sept. 17 meeting with U.S. Attorney for the Eastern District of Missouri Jeffrey Jensen, who was brought in by Attorney General Bill Barr to review the case against Flynn.

The news network noted that Jensen has joined U.S. Attorney John Durham’s team in his review of the origins of the Trump-Russia probe.

Montgomery received immunity from the FBI and DOJ in exchange for coming forward with information about illegal domestic surveillance.

On November 24, 2015, Assistant U.S. Attorney Deborah Curtis sent an email to Dennis Montgomery’s attorney at the time, Larry Klayman. Curtis CC’d that email to FBI Special Agents Walter Giardina and William Barnett.

In her email, Assistant U.S. Attorney Curtis confirmed that Montgomery and Klayman were scheduled to meet with her at the FBI Washington DC Field Office on December 3, 2015 at 10:30 am. The fact that Curtis CC’d FBI Special Agents Giardina and Barnett indicates that FBI Special Agents Giardina and Barnett were also scheduled to attend that meeting.

Politico later confirmed that Barnett interviewed Montgomery about illegal surveillance.

“In 2015, Barnett debriefed former intelligence agency contractor Dennis Montgomery, who claimed to have information about illegal surveillance being conducted by the Obama administration,” Politico reported in a May 17, 2018 article titled “Inside Mueller’s FBI team.”

In her email, Curtis requested that Montgomery provide records of his contracts with government agencies of the intelligence community, Montgomery’s communications with and orders from the intelligence community, the phone numbers of government officials Montgomery had worked with since 2005, and records related to Montgomery’s residency in Fort Washington, Maryland.

Curtis concluded her email to Montgomery’s attorney by writing “In order to allow for more direct discussions between FBI and your client, my office may be in a position to now offer a standard letter immunity agreement for purposes of this meeting.”
If, as The New York Times claims, Montgomery was a fraudster who sold hoax technology to the CIA, then why did Assistant U.S. Attorney Curtis set up a debriefing with Montgomery and offer him immunity? According to Montgomery, that December 2015 debriefing was conducted inside a Sensitive Compartmented Information Facility (SCIF) inside the FBI Washington DC Field Office and was videotaped by the FBI.

The Democratic Party establishment and the mainstream media fear the HAMMER / SCORECARD story because it will not only upend the 2020 election, it will also reveal that President Barack Obama’s intelligence chief John Brennan and James Clapper were using THE HAMMER to \textit{illegally spy} on President Trump and General Michael Flynn.
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CLONING THE VOTE: Did DEMs Use HAMMER / SCORECARD To Repeatedly CLONE Blocks of Biden Votes?

By Mary Fanning and Alan Jones | November 12, 2020

Multiple injections into state election systems in 10 states of cloned, identically-sized blocks of Biden votes were used to steal the 2020 election from President Trump, according to Dennis Montgomery. Montgomery is the CIA whistleblower who was granted immunity by the DOJ AND FBI for exposing illegal U.S. domestic surveillance.

The votes were created by SCORECARD and other technology and then replicated multiple times.

Sidney Powell, the super attorney working with President Trump’s legal team to investigate the 2020 election results, told Maria Bartiromo of Fox News this morning that “we have evidence of the same number of ballots or same number of votes being injected into the Wisconsin system and into the Michigan system three different times. I think there were two different injections of exactly the same numbers in Michigan and then in Milwaukee it happened three times.”
Sidney Powell: It’s just stunning Maria and then we have statistical evidence that we haven’t even brought out yet. That’s my next venture is to explain the statistical anomalies that show it was statistically impossible for this election to come out the way it did. It’s just mathematically impossible for all the people who love science the math is dispositive.

Maria Bartiromo: Sidney, so you want to tell me more about that right now, or…

Sidney Powell: Well, it’s a little bit complicated to explain but we have evidence of the same number of ballots or same number of votes being injected into the Wisconsin system and into the Michigan system three different times. I think that there were two specific injections of exactly the same numbers in Michigan and then in Milwaukee it happened three times… Needless to say time is of the absolute essence…

…Maria Bartiromo: Before we go I want to ask you about this software being used. Was it the Dominion software?…

Sidney Powell: We are still investigating all of that and connecting the dots. There is a substantial problem with the Dominion system.

Powell, who is also General Michael Flynn’s attorney, mentioned THE HAMMER and SCORECARD on Fox Business program Lou Dobbs Tonight on November 6, 2020:

I think there are any number of things they need to investigate, including the likelihood that 3% of the vote total was changed in the pre-election voting ballots that were collected digitally, by using the Hammer program and a software program called Scorecard. That would have amounted to a massive change in the vote that would have gone across the country explains a lot of what we’re seeing.

In addition, they ran an algorithm to calculate votes they might need to come up with for Mr. Biden in specific areas.

THE HAMMER and SCORECARD were discussed on Worldview Radio with Brannon Howse on November 9, 2020. Lt. General Thomas McInerney was interviewed, alongside The American Report’s Fanning and Jones:

https://www.youtube.com/watch?v=ANvReNBWNWA

On October 18, 2018, Former FBI General Counsel James Baker testified before a U.S. House of Representatives joint committee:

Can I just — I'm turning to the Bureau to describe this. So his client was an individual named Dennis Montgomery, who I believe, to the best of my recollection, he said that he had been a U.S. Government contractor and, in the course of that work, had come across evidence of unlawful surveillance by the government of Americans — and including government officials — and wanted to give that information to the Bureau, which eventually did take place.
DHS Cyber Director Chris Krebs And Deputy Director Matt Travis Tied To Clapper Who Commandeered HAMMER / SCORECARD

By Mary Fanning and Alan Jones | November 13, 2020

Today, a gentleman called into the Rush Limbaugh Show and asked guest host Michael Knowles why DHS Cybersecurity and Infrastructure Security Agency (CISA) Director Christopher Krebs is lying about HAMMER and SCORECARD while highly-respected U.S. Air Force General Thomas McInerney (Ret.) and super attorney Sidney Powell have publicly and repeatedly expressed alarm about HAMMER and SCORECARD.

THE HAMMER supercomputer’s SCORECARD application injected into state election systems in 10 states cloned, identically-sized blocks of Biden votes that were used to steal the 2020
election from President Trump, according to CIA whistleblower Dennis Montgomery, who was granted immunity by the DOJ AND FBI for exposing illegal U.S. domestic surveillance.

Director Krebs claims that HAMMER and SCORECARD are a “hoax,” a talking point with which the mainstream media and the “fact checkers” are now running.

There may be a reason why CISA Director Chris Krebs is denying the existence of THE HAMMER and SCORECARD.

Krebs worked closely with intelligence contractor Kevin P. O’Prey at Obsidian Analysis. O’Prey hired and worked closely with U.S. Air Force Lt. Gen. James Clapper (Ret.) at DFI International. Clapper received a $50,000 exit bonus from DFI then awarded O’Prey’s DFI branch a contract with Clapper’s Pentagon office that oversaw THE HAMMER and SCORECARD.

Clapper illegally commandeered the supersurveillance system THE HAMMER. SCORECARD was one of exploits that ran on THE HAMMER framework and that secretly stole elections.

Clapper was previously caught lying to the Senate Intelligence Committee about unlawful U.S. government surveillance of Americans.

James Clapper and John Brennan illegally commandeered THE HAMMER and SCORECARD less than two weeks after President Obama’s 2009 inauguration. Clapper and Brennan then transformed THE HAMMER from a foreign surveillance system into an illegal domestic surveillance system, turning America into communist-style police state.

Clapper and Brennan relocated THE HAMMER and SCORECARD to a top-secret facility in Fort Washington, Maryland. They networked THE HAMMER directly into the Obama White House
via an encrypted VPN, according to CIA contractor-turned-whistleblower Dennis Montgomery, who designed and built THE HAMMER and SCORECARD.

According to The Whistleblower Tapes, Brennan and Clapper used THE HAMMER to spy on Donald Trump “a zillion times.” The CIA feared Donald Trump, Montgomery states.

Whistleblower Tapes: Trump Wiretapped "A Zillion Times" By 'The Hammer,' Brennan’s and Clapper’s Secret Computer System - The American Report/ March 17, 2017/ By Mary Fanning and Alan Jones  (audio tapes included)

Christopher Krebs, the DHS Cybersecurity and Infrastructure Security Agency (CISA) Director who claims that HAMMER and SCORECARD are a hoax and reportedly expects to be fired by President Trump, was a principal at Obsidian Analysis, a Washington D.C. intelligence consulting firm co-founded in 2010 by Kevin P. O’Prey and Matthew K. Travis.

DHS Cybersecurity and Infrastructure Security Agency (CISA) Director Christopher Krebs (above)

Both Obsidian Analysis co-founders O’Prey and Travis have been executives at intelligence contracting firm DFI International, where O’Prey hired retired U.S. Air Force Lt. Gen. James Clapper.

Travis is currently CISA Deputy Director where he reports directly to CISA Director Christopher Krebs and may soon replace Krebs.

“Department of Homeland Security acting Secretary Chad Wolf is defying President Trump’s order to terminate election cybersecurity official Christopher Krebs, multiple sources” told the New York Post.
“Should Krebs be forced to step down, his role would likely be filled by CISA Deputy Director Matthew Travis, who has served in the deputy director position since 2018,” The Hill reported on November 12, 2020.

O’Prey was the head of DFI’s Government Services branch, where he hired and worked closely with James Clapper.


Clapper picked up a $50,000 bonus from DFI when he left for his new job overseeing the Pentagon’s intelligence programs.

Five months later, around September 2007, Clapper’s Pentagon office awarded O’Prey’s DFI International branch with a contract advising Clapper’s office. This was the very Pentagon office that was overseeing THE HAMMER.

Former head of DFI International’s Government Services Branch Kevin P. O’Prey (above) hired James Clapper at DFI in 2006. DFI then received a Pentagon contract from Clapper’s office. In 2010, O’Prey co-founded Obsidian Analysis with Christopher Krebs

O’Prey’s Obsidian Analysis co-founder Matthew Travis is currently listed on DFI’s website as Vice President of Business Operations, DFI Government Services, where Clapper worked under O’Prey.
CISA Deputy Director Matthew Travis (above) co-founded Obsidian Analysis with Kevin P. O’Prey, who previously hired James Clapper as COO of DFI International. Christopher Krebs was a Principal at Obsidian Analysis.

“The Cybersecurity and Infrastructure Security Agency (CISA) in the Department of Homeland Security appears to be in the midst of a house cleaning,” the Federal News Network reported on November 12, 2020. “Bryan Ware, the assistant director of the cybersecurity division at CISA, unexpectedly resigned today,” Ware “confirmed to Reuters that he had handed in his resignation on Thursday,” according to Reuters. “Ware did not provide details, but a U.S. official familiar with his matter said the White House asked for Ware’s resignation earlier this week.”

Montgomery Designed And Built THE HAMMER To Keep America Safe After 9/11

Dennis Montgomery designed and built THE HAMMER foreign surveillance system in 2003 to keep America safe from terrorists and foreign adversaries after 9/11.

Beginning in 2007, Undersecretary of Defense for Intelligence Clapper had oversight of THE HAMMER, a supercomputer system that provided foreign surveillance data to the U.S. military in a highly classified Special Access Program (SAP). Clapper’s office hired Kreb’s associate O’Prey at DFI to advise Clapper’s office.

The Los Angeles Times, in a July 25, 2010 article about Clapper titled “Intelligence nominee’s contractor ties draw scrutiny,” reported:

In October 2006 he [General James Clapper] was hired full-time by DFI International, which was trying to boost its consulting with intelligence agencies. In April 2007, when he returned to public service as the chief of the Pentagon’s intelligence programs, DFI paid him a $50,000 bonus on his way out the door, according to his financial disclosure statement. Five months later, DFI landed a contract to advise Clapper’s Pentagon office, though company officials do not recall collecting any revenue from the deal.
The First Secret City blog reported in December 2018:

In 2006, DFI Government Services, the branch then headed by O'Prey, hired retired U.S. Air Force Lt. Gen. James Clapper to head its defense program. Prior to joining DFI, Clapper served as the director of the National Geospatial Intelligence Agency, which has its main headquarters in St. Louis. Earlier in his career he had been director of the Defense Intelligence Agency.

Krebs was a principal at O'Prey’s Obsidian Analytics from January 2012 until February 2014, putting Krebs in long-term, direct contact with Clapper’s former boss. Krebs then served as Microsoft’s Director of Cybersecurity Policy from February 2014 until March 2017.

Krebs was Vice President of Washington D.C. lobbying firm Dutko from 2009 to 2012. Dutko was “founded by the late Dan Dutko, a close friend of President Bill Clinton and Vice President Al Gore” and several names at the firm “have deep ties to the Bush family,” according to Politico.

Before joining Dutko, Krebs was a policy advisor at DHS from 2007 until 2009 under DHS Secretary Michael Chertoff, a critic of President Trump. Krebs has participated in events sponsored by Chertoff’s private contracting firm The Chertoff Group. The Chertoff Group famously lobbied the TSA on behalf of OSI Systems, manufacturer of the Rapiscan full-body scanner.

DFI International’s Deep Ties To Democrats

The CEO of DFI International at the time of Clapper’s employment at DFI was Barry Blechman. Blechman is the co-founder of the Stimson Center. The Chairman of the Stimson Center is Ambassador David Lane who served under President Obama and Secretary of State Hillary Clinton as an envoy to the United Nations. Lane was named chairman of the left-leaning Annenberg Foundation in 2016. The Annenberg foundation runs fact-checking organization FactCheck.org and is a major sponsor of the Corporation for Public Broadcasting (NRP/PBS). Lane was also Chief of Staff for President Clinton’s Commerce Secretary William Daley and worked for the Bill and Melinda Gates Foundation.

President Clinton’s U.S. Ambassador to Russia Thomas R. Pickering is a member of the Stimson Center’s Board of Directors.

The Stimson Center’s official website includes a profile page for Kevin O’Prey, describing him as “a former staff member, affiliate, intern, or guest author.” In 1995, the Stimson Center published a policy paper by O’Prey titled “Keeping the Peace in the Borderlands of Russia.”
As of November 2020, DFI International’s Board of Directors includes:

Jeffery H. Smith, DFI International Counsel and former CIA General Counsel for President Bill Clinton’s Director of Central Intelligence John M. Deutch. DCI Deutch, who hired Smith at CIA in 1995, was caught with classified documents on a laptop computer and a computer disk at his home. Deutch admitted to mishandling classified information, but was pardoned by President Clinton.

Gen. John A. Gordon, USAF (ret), former CIA Deputy Director under CIA Director George Tenet and President Clinton.

“Oddly, the firm’s website appears to be an English translation based on German text,” *The First Secret City* reported without elaborating. “Travis and O’Prey, the founders of Obsidian Analysis, are now vice-presidents of Cadmus Group — the EPA’s climate change consultant.”

The Cadmus Group acquired Obsidian Analysis in 2016.
In 2007, DFI International was acquired by British intelligence contractor Detica. In July 2008, Guilford, Surrey, UK-based Detica was acquired by London-based defense contractor BAE Systems. DFI International was renamed BAE Systems Applied Intelligence. BAE Systems Applied Intelligence sells internet surveillance packages to governments, including the UAE government, according to The Intercept.


HAMMER and SCORECARD were foreign surveillance tools that were never to be turned on America. But on February 3, 2009, John Brennan and James Clapper illegally commandeered that foreign surveillance tool and illegally turned it on America for the purpose of “blackmail and leverage” according to CIA whistleblower Dennis Montgomery. THE HAMMER was designed and built by Dennis Montgomery in 2003 to keep America safe after 911.

In 2006 DNI Director John Negroponte invoked the SSP and a Government Protective Order on Montgomery in order to ensure no one would understand that THE HAMMER and SCORECARD were turned against America.

FBI Director Robert Mueller raided Montgomery’s home in 2006 in an attempt to coral the evidence of the FBI’s involvement in illegal surveillance of Americans with THE HAMMER.

In 2015 CIA contractor Dennis Montgomery, received immunity agreements from the Department of Justice and the FBI for exposing illegal U.S. domestic surveillance.
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Biden Using SCORECARD and THE HAMMER To Steal Another U.S. Presidential Election — Just Like Obama And Biden Did In 2012

By Mary Fanning and Alan Jones | October 31, 2020

In February 2009, the Obama administration commandeered a powerful supercomputer system known as THE HAMMER. THE HAMMER includes an exploit application known as SCORECARD that is capable of hacking into elections and stealing the vote, according to CIA contractor-turned-whistleblower Dennis Montgomery, who designed and built THE HAMMER.

THE WHISTLEBLOWER TAPES, confidential audio recordings released by U.S. District Judge G. Murray Snow’s courtroom in November 2015, revealed that SCORECARD was deployed by the Obama team against Florida election computers to steal the 2012 presidential election on behalf of President Barack Obama and Vice President Joe Biden.
SCORECARD is now being activated to steal the vote on behalf of Joe Biden once again. Biden utilized THE HAMMER and SCORECARD while running for Vice President in 2012. Votes are again being stolen on Joe Biden’s behalf as he runs for President of the United States in 2020.

This time, SCORECARD is stealing votes in Florida, Georgia, Texas, Pennsylvania, Wisconsin, Michigan, Nevada, and Arizona, according to Montgomery.

SCORECARD steals elections by tampering with the computers at the transfer points of state election computer systems and outside third party election data vaults as votes are being transferred.

SCORECARD uses a prismatic scoring algorithm that Montgomery created, to achieve the desired results by those that control THE HAMMER and SCORECARD.

In Florida, one of the transfer points is VR Systems Inc, based in Tallahassee.

Software vendor VR Systems operates in eight U.S. states.

The Democrats tested their technology during the Democrat party primaries. Otherwise Bernie Sanders would have won the 2020 nomination. SCORECARD was utilized on behalf of Joe Biden during the 2020 primary against Bernie Sanders. The Democrat primary was stolen from Bernie Sanders.

CIA whistleblower Dennis Montgomery turned over a massive cache of illegally harvested surveillance and election data in August 2015 and December 2015 to the FBI and CIA under two immunity agreements that were granted to Montgomery by Assistant U.S. Attorney Deborah Curtis and FBI General Counsel James Baker.

Montgomery testified regarding SCORECARD and THE HAMMER while under oath and while being videotaped at the FBI’s secure Washington DC Field Office SCIF (Sensitive Compartmented Information Facility). If CIA whistleblower Montgomery had lied about anything he would be in prison today for lying to the FBI. Montgomery is not in prison.

Director of National Intelligence John Negroponte invoked the State Secrets Privilege and the Government Protective Act against Montgomery in order to muzzle Montgomery and prevent him from revealing illegal acts that had been committed by the government.

Carlotta Wells, a U.S. DOJ litigator and Assistant Director of the U.S. Department of Justice since the 1990s, told Montgomery that the State Secrets Privilege and Governor Protective Order cannot be invoked by government officials for the purpose of covering up government malfeasance. If covering up government malfeasance is the government’s intention, Wells told Montgomery, the muzzle order is null and void.
The Obama Administration illegally commandeered THE HAMMER and SCORECARD. They moved THE HAMMER to Fort Washington, Maryland on February 3, 2009.

The Obama White House had an encrypted VPN in order to access THE HAMMER at will.

On December 20, 2015, as a part of a summary of information disclosed in THE WHISTLEBLOSER TAPES, The American Report revealed the following information on The American Report’s official Facebook Page:

Florida voter registration disk removed and new disk inserted for redistricting via “THE HAMMER” computer system in Fort Washington Maryland-via Navy Intel cover...(they stole the Florida election via re-districting in Florida? How many other states did Brennan and Clapper do this?)

FBI General Counsel James Baker, testifying under oath before a joint Congressional committee, stated that he took possession of Dennis Montgomery’s evidence. Baker dispatched FBI Special Agents Walter Giardina and William Barnett to the FBI Miami Field Office in August 2015 to pick up Montgomery’s computer hard drives.

Baker testified before Congress in October 2018:
Can I just — I’m turning to the Bureau to describe this. So his client was an individual named Dennis Montgomery, who I believe, to the best of my recollection, he said that he had been a U.S. Government contractor and, in the course of that work, had come across evidence of unlawful surveillance by the government of Americans — and including government officials — and wanted to give that information to the Bureau, which eventually did take place.

Baker confirmed that Montgomery had provided his FBI agents with evidence that government officials were conducting unlawful domestic surveillance of Americans, including other government officials.

It is of utmost importance to recognize that Robert Mueller’s FBI supplied the computers for THE HAMMER, according to Montgomery.

Soviet dictator Joseph Stalin famously stated:

“I consider it completely unimportant who in the party will vote, or how; but what is extraordinarily important is this — who will count the votes, and how.”
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Since 2015 FBI, DOJ Hid Secret Evidence Proving Hunter And Joe Biden’s China Ties Says CIA Whistleblower

By Mary Fanning and Alan Jones | October 25, 2020

In August 2015, CIA contractor-turned-whistleblower Dennis L. Montgomery provided the FBI and the DOJ with evidence stored on 47 hard drives that implicates Robert Hunter Biden, son of former Vice President Joe Biden, in illegal activities, Montgomery states.

Among the 600 million pages of documents stored on those 47 hard drives of electronic data that Montgomery turned over to the FBI were 10,000 pages of documents regarding Hunter Biden and Joe Biden, according to Montgomery. The 10,000 pages of documents regarding Hunter Biden and Joe Biden included videos and images.
Going all the way back to 2003, Montgomery maintains, the U.S. government continuously targeted Joe Biden and Hunter Biden with electronic surveillance via THE HAMMER.

On February 3, 2009, Brennan and Clapper moved THE HAMMER to Fort Washington, Maryland and began using the foreign surveillance system for domestic surveillance, targeting President Obama’s political enemies for “blackmail and leverage.”

Montgomery, as a CIA contractor, worked for John Brennan and James Clapper.

Montgomery became a whistleblower upon seeing first hand how the Obama administration had turned THE HAMMER against America. Montgomery received two limited immunity agreements from the DOJ and the FBI in exchange for evidence production and testimony.

Montgomery originally designed and built THE HAMMER in 2003 as a foreign surveillance system to protect America after 9/11.

**Obama White House Provided 1200 Preloaded BlackBerry Devices To Trusted Insiders**

The Obama White House provided 1200 preloaded BlackBerry devices to trusted Obama team insiders, including Hunter Biden, according to Montgomery. Those 1200 BlackBerry phones were preloaded with a special digital ‘Rolodex.’

The 1200 BlackBerry devices were similar to the BlackBerrys used by Hillary Clinton and President Obama.

According to Montgomery, the Obama White House presented in 2009 a list of names of individuals who were specifically designated for exclusion from any and all surveillance by THE HAMMER. Joe Biden and Hunter Biden were on that ‘exclusion’ list, and were not supposed to be surveilled by THE HAMMER, says Montgomery.

Brennan and Clapper disregard the ‘exclusion’ list order and used THE HAMMER to spy on Hunter Biden and Joe Biden anyway, according to Montgomery.

BlackBerry devices communicated over a closed encrypted secure network known as PIN-to-PIN messaging that does not traverse the internet. The 1200 BlackBerry devices provided to Obama team insiders worked directly off of THE HAMMER.

**THE HAMMER VAULT**

Each of those 1200 White House-provided BlackBerry devices was set up with the capability to access THE HAMMER VAULT and the secrets it held, according to Montgomery.
THE HAMMER VAULT is a secret data center repository where valuable illegally-collected surveillance data vacuumed up by THE HAMMER, including corporate and military intellectual property and U.S. defense secrets, were securely stored and made accessible only to Obama team insiders.

Some of the sensitive information stored in THE HAMMER VAULT may have been subsequently passed to U.S. adversaries including Russia and China. The FBI and the DOJ are in receipt of that entire body of evidence.

This information regarding Hunter and Joe Biden was known at the highest levels of the Obama Administration’s FBI and DOJ, including FBI Director James Comey, FBI General Counsel James Baker, U.S. Attorney General Loretta Lynch, Assistant U.S. Attorney Deborah Curits, and FBI Special Agents Walter Giardina and William Barnett, according to Montgomery.

An explosive website details THE HAMMER’s intellectual property surveillance targets. The website lists thousands of American businesses, individuals, and organizations from which surveillance data was illegally harvested by THE HAMMER. THE HAMMER targeted a jaw-dropping number of U.S. military and intelligence officials. “

The illegally harvested data was used for the purpose of “blackmail and leverage” according to Montgomery.
“All Federal agencies were hacked and information collected on the agency, including the White House and their employees,” the website states.

The 600 million documents of illegally harvested documents when stacked one atop the other stood 30 miles high.

The FBI and DOJ knew what Hunter Biden and Joe Biden were doing. They had the proof. They buried that evidence that showed America was being redistributed and sold out to her adversaries.
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